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# 目的

为进一步保证网络变更的规范化、标准化、成功率，保障人身、通信设备和网络安全以及降低对现网业务的影响，特制定本网络变更规范。

# 范围

本规范适用于总部、各分公司网络设备变更。

# 变更定义

网络设备变更是指针对已经正式投入生产的现网网络设备所构成的组件进行变更，包括硬件变更、软件变更、局数据修改、参数调整等。硬件变更包括新设备割接入网、新老设备更替等；软件变更包括版本变更、新增补丁等；局数据修改主要是指对现网设备的局数据进行增加、修改或删除操作；参数调整一般针对设备功能和性能进行调整。

## **变更来源**

1. 集团或厂商（网络设备维保厂商）下发的已知的操作系统BUG，可解决某些网络设备的风险或隐患,经\*\*\*确定需要实施的。
2. 基于网络设备巡检报告的优化建议。
3. 网络设备维护人员基于告警及进行日常维护检查发现的隐患及风险。
4. 例行性的工作，如日维，数据配置优化，容灾倒换测试等。
5. 为支撑业务需求,需要在网络设备上进行操作。

## **变更时间**

网络设备变更原则上应安排在凌晨00:00-05:00实施。（不涉及网络架构变更、路由变更的日常网络工单支撑例外）

## **网络变更规范**

1. 网络设备变更必须由网络设备维护人员直接或配合参与下实施，厂商人员基于授权进行网络设备变更时，必须有网络设备维护人员陪同。
2. 网络设备变更必须走变更流程，审核通过后方能实施，审批人和操作人不允许为同一个自然人。审批人对其授权执行的高风险操作行为负有监督的责任。
3. 网络设备变更应有明确的变更目的,并且有检查及检测手段确认变更实施后是否达到要求。
4. 网络设备变更前应明确变更的影响,如对其它部门的设备或业务功能有影响应通知相关部门。重大操作需召集协调会沟通变更操作事宜。
5. 变更方案的撰写需要尽可能详细，方案需要明确操作背景、操作时间、操作步骤、操作内容、版本补丁信息、业务影响范围、网络拓扑图、业务流量走向、是否涉及敏感业务、网络应用层测试、回退方案、网络割接值守人员等基本内容，原则上凡能够通过文字展现的内容均需要体现在方案中。
6. 网络设备变更应有倒回方案，在实施中遇到未预见的问题,实施后发现未达到实现目的,实施后出现严重新问题时，由实施人员和网络设备维护部门共同确认后进行倒回。倒回前应做好记录及检测，收集相关日志信息后(以便进行后续分析)，按倒回方案倒回。
7. 网络变更要严格按照变更方案实施，实施过程要全程记录，设备操作进行log日志记录，不能log记录的操作要截图或者拍照记录，对于在操作过程中出现异常情况，需要对操作内容进行调整的，需要输出每次调整前后的备份信息以备后续的原因分析及定位。
8. 网络设备变更实施前后应做网络设备状态检查，网络设备状态检查，确认网络设备系统工作正常，同时做好设备状态以及数据的备份工作。同时需要安排业务系统维护人员检查业务系统的工作情况。所有检查和测试完成后应填写功能测试表。
9. 总部网络变更方案需要提前三个工作日交由网络组审核，由网络组进行风险评审；对于紧急情况，如故障处理或紧急恢复业务等，在当面或者电话沟通并经过主管授权后即可执行相关操作；分公司网络变更按照分公司变更流程执行。

## **变更交接规范**

1. 配置变更完成测试业务正常后，需将操作的大致过程、需要关注的问题，变更前后的设备配置以及回退方案以邮件方式发给网络组所有人以便接班人员能够了解操作内容以及应急处理方法。
2. 较大的网络割接例如升级、替换、修改大量配置情况下操作完成并业务测试完成后，需人员现场值守以便于出现业务不稳定问题能及时解决，减少业务影响时间。

## **3.5变更实施红线**

以下为网络变更中坚决杜绝的事项，即变更操作红线，任何人不得逾越；

### 3.5.1 没有提交变更单或变更单未通过审批而直接做变更

变更是有风险的，典型风险分为两种：

(1)、流程规范上不合规；(2)、技术方案上的风险；

从风险控制的角度来看，对于第2种风险，通过加强我们的技术能力和审核环节可以尽量避免；第1种风险是完全可以避免的，坚决不允许。变更单申请流程是必须的，因为审核环节可以有效避免风险。对于审批人不能马上审核通过的情况，可以通过电话沟通来审核，事后补批。

为了兼顾安全与效率，部分简单变更可以不走变更流程，即在白名单中。

白名单的原则：1毫无风险操作；2、不需要追溯。

具体场景包括——

1.描述修改；

2.修改banner ；

3.根据需求单，实施防火墙策略开通（不包括缩小范围）；

4.配合外网ip申请，将当前已经down掉的接口切换到目的vlan；

5.修改端口流量统计时间间隔，如load-interval 30(默认是5分钟)；

不在此范围内，默认都需要提交变更申请；如果没有提交变更单或者变更单未通过审批，坚决不能实施变更。

### 3.5.2白天中断业务进行调试

业务的正常使用是第一位的。只有在已出现故障的情况下才可以对当前已承载流量的链路进行调试。其他类似会影响到业务的变更同理。

### 3.5.3不按照既定变更方案实施

变更申请、评审时会对变更方案进行审核。如果不按照既定方案实施会引入很多风险。

### 3.5.4出现异常不回退而是继续排障

我们变更的目的是优化，优化的目的是为了更好满足业务的需求。如果变更过程中出现异常对业务造成影响，第一时间需要做的事情就是回退！如果在这个时间深入钻研寻找为什么出异常，那就与我们变更的目的越行越远了。

排障永远是回退之后做的工作！

### 3.5.5变更窗口时间用完后继续做变更

一个完整的变更窗口包括几部分：变更开始前的检查备份时间、变更实施时间、观察时间、结束变更发送公告的收尾时间，此外，需要预留一部分时间用于出现异常情况下的回退。举例来说：变更窗口用到80%的时候，就不太建议继续往下做了，需要考虑变更回退需要的时间够不够。坚决不允许变更窗口时间已用完后，继续往下做变更。

### 3.5.6变更结束后手机关机

变更有风险，大家需要有变更结束后可能出现异常的心理准备。当有异常时，变更实施人需要第一时间介入，与运维人员配合故障处理。手机关机的情况，坚决应该避免。